
DNS UNDER ATTACK

169%
of all attacks are 

multi-vector2
Increase in attacks 

on the infrastructure layer2

39%
Of companies require 
more than 10 people 
to respond to an attack3

75%
Of attacks are on UDP 
- including DNS4

92%
Increase in DNS 
based traffic in 20165

84%
Of managers reported 
that the DNS was used 
for amplification attacks2

The DNS is part of the multi-vector attack
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PROTECT THE DNS

Of attacks were DNS amplification; part
of a 25% increase in network layer attacks7 13%

34% Of organizations saw attacks on 
their DNS2

Of companies reported a loss of customer 
trust and brand damage from DDoS31/4

Amplification impact made possible 
by the growth in the DNSSEC standard660x

NEED MORE INFORMATION ABOUT DNS PROTECTION 
FOR CANADIAN AND GLOBAL OPERATIONS?

INFO@D-ZONE.CA


